
 

AUTODESK® REVIT® LT 2015 
 

Update Enhancement List 
 
Improvements made in Security Release build (20140323_1530):    

 
 Addresses Heartbleed vulnerability - a security bug in the open-source OpenSSL cryptography library. 

Heartbleed is registered in the Common Vulnerabilities and Exposures system as CVE-2014-0160.  

For more information, please visit the CVE dictionary at http://cve.mitre.org 

 
Improvements made in Update Release 1 build (20140322_1515):    

 
Autodesk® Revit® LT 2015 Enhancements 
 

 Improves data integrity when editing nested families. 

 Improves stability when editing nested families.  

 Improves stability when editing when expanding schedule columns. 

 Improves upgrade of projects which contain rebar elements. 

 Removes format constraints for assembly codes. 

 Improves data collection when Customer Involvement Program is enabled. 
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